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1. NAS Starter Utility 

1.1 NAS Starter Utility Installation 

After you install a new hard drive on the NAS, please use the NAS Starter 

Utility to discover and access the NAS to assign an IP address by the 

DHCP server or a static option. The steps are shown below: 
 

 
 
Double-click setup.exe. 
NSU_2.10_build_1064then click “Next” to 
begin the installation 
 
 

 
 
 
 
 
 
 
 
 

 

 
Select install folder 

 
 
 
Finish Installation 
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1.2 NAS Initialization 

After a successful installation, click on the NAS Starter Utility. The first 

screen of the NSU will attempt to discover the NAS devices. Click on NAS 

Seeker, and then choose the devices that you want to connect. 

The default username is admin and the password is 1234.  

 
  

 

Discover NAS devices 

 

 

 

 

 

 

 

 

 

 

Select NAS520 
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1.3 Network Setting 

After successful initialization, go back to the NSU main menu and click 

Configuration > System Setting to start configuring. You can assign a new 

hostname for this NAS, set the TimeZone and PPPoE connection information 

as well as an IP address. 

 

 

 
Click System Setting 
 

 
 
 
 
Setting Server Name, 
TimeZone and network



  4         

1.4 DeskTop 

Click on DeskTop and enter the admin’s username and password to access 
the NAS’s GUI. Then the administrator can manage the device and change 
the configurations. 
 

 
 
Click DeskTop 

 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
Type User Name and Password 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
DeskTop screen  



  5         

1.5 Network Drive 

In the main NAS Starter Utility screen click Network Drive to add the NAS as 
a network drive in your computer’s Windows Explorer. 

 
 
Click Network Drive 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 

 
Type user name and password 

 

 

 

 

 
 
 
 
 
 
 
 

 
 
 
Select shared folder 
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Check the Network map drive 

 

 

 

 

 

 

Map the shared folder via Guest 

 

 

 

 

 

 

 

Select shared folder 
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Check the Network map drive 

 

 

 

 

 

 

 

 

1.6 Shared Folder 

Click this to log into the NAS’s file directory in Windows Explorer. 

 
 
Select the Shared Folder 

 

 

 

 

 

 

 

 

Type user name and password  
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Check NAS’s file directory in 

Windows Explorer 

 

 
 

 

 

 

1.7 myZyXELcloud 
 

Click this to go to mycloud.zyxel.com to setup a free DDNS hostname for the 

NAS so you can connect to it easily from the Internet. 

 

 

Click the myZyXELcloud 

 

 

 

 

 

 

myZyXELcloud screen 
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1.8 Run the Initialization Wizard 
 

Then click Run Initialization Wizard to create volume for NAS, and enter the 

user name and password on the DeskTop page.  

 

 

Run Initialization 

 
 
 
 

   
 
 

 

 

 

 

 

 

DeskTop screen  
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2. myZyXELcloud-Agent 
 

Provide a solution for remote application management and access your 

ZyXEL network storage accessory. 

 
DeskTop -> myZyXELcloud 

 

2.1 Sign in 
 
2.1.1 Sign in with Facebook 
 

 
Click on the Facebook button 
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Login to Facebook with your account 

 

 
Confirm myZyXELcloud will receive some information 
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Confirm the Terms 

2.1.2 Sign in with Google 
 

Click on the Google button and login with your Google account. 
 

Click on the Google button               

                  

Confirm that myZyXELcloud will receive some information as well as the 

terms. 
 

Confirm terms 
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2.1.3 Sign up 
 

Click on sign up. 

 
Sign up in this screen 

 

Fill-in the fields on this page. 

 
Sign up screen  
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Confirm the Terms 
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2.2 Pair NAS 
 

myZyXELcloud will search for the NAS in the network. 

 
Click on the Pairing button 

 

Confirm to pair with this NAS. 

 
Press the confirm button 

 

 
Click on the copy/sync button within 10 minutes 
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Successfully paired. Click on the Confirm button to setup DDNS and UPnP. 

 
Successfully paired 

 

Fill-in the host name that you want. 

 
Submit 

 

DDNS settings have been completed successfully.  

 
Confirm your DDNS 
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Setup the UPnP setting. 

 
UPnP Setting screen 

 

Access GUI of the NAS via DDNS from the Internet. 

 
Successfully accessed 
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2.3 Unpair NAS 

 
Press the Unpairing button 
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Confirm that you will unpair this NAS. 

 
Press the Confirm button 

 

Device was successfully unpaired. 

 
Successfully unpaired  
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3. Storage 
 

Click on this to open the storage configuration screens. 

 
Type user name and password 

 

 
Click on Storage 
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RAID Types  

RAIDTYP
E 

NO. 
OFHDD 

NO. OF 
HDDALLOW
ED TO FAIL 

DESCRIPTION CAPACITY 

Basic 1 0 Use Basic with one disk. It has no fault tolerance. 1 x (HDD size) 

JBOD 2-4 0 Use JBOD with two or more disks for maximum capacity. 
This is just a collection of disks with no fault tolerance. 

sum of HDD 
sizes 

RAID 0 2-4 0 Use RAID 0 with two or four disks for maximum speed 
and no fault tolerance. 

sum of HDD 
sizes 

RAID 1 2-4 (No. of HDD) -

1 

Use RAID 1 to create an exact copy of data on one disk 

to a second disk. Use this with two to four disks to mirror 
primary data to another disk(s) with high performance. 
You can add a hot spare to a 2-disk RAID 1. 

Smallest HDD 

size 

RAID 5 3-4 1 Use RAID 5 with three or four disks to balance 
performance and hard disk capacity usage with data 
protection in case of disk failure. 

You can add a hot spare to a 3-disk RAID 5. 

(No. of HDD – 
1) x(smallest 

HDD size) 

RAID 6 4 2 Use RAID 6 with four disks for more data protection in 
case of disk failure. 

(No. of HDD – 
2) x(smallest 

HDD size) 

RAID 10 4 1 HDD in 
each RAID 1 

group 

Use RAID 10 with four disks to get better performance 
than RAID 6, with slightly less data protection. 

(No. of HDD / 
2) x(smallest 

HDD size) 

 

3.1 Create Volume 
 

Choose Create Volume button (this message displayed when NAS is without 

a volume). 

 
Create Volume button 
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Choose Create single volume on RAID or Create Multiple volumes on disk 

group button. 

 
Select Create single volume on RAID 

 

3.1.1 Create single volume on RAID 
 

Select disks and RAID type for your single volume. 

For data protection purposes, we recommend that users use Recommended 

RAID type. 

 
Select disks and RAID type 
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Select a RAID type from the drop-down list. 

 
NAS520 support JBOD, RAID0, RAID1 

 

 
Volume information 

 

Go to Desktop -> Storage 

 

Use the Storage screens to configure disk groups and volumes. 

This page shows the current storage usage for each volume built directly on 

top of a RAID. 
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Check the Volume status 

 

The Storage Overview screen displays the current storage configuration and 

volume usage. 

 
Storage status 
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3.1.2 Create Disk Group 

 
Click on this to format the internal hard disks and create a new disk group. All 
data on the disk(s) will be lost.  

 
Storage->Disk Group 

 
This lists all available hard disks in the table and displays the disk trays of the 
hard disks that are currently installed (according to the graphic on the right). 
Select a RAID type from the drop-down list.  

 
Select disks and RAID type 
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Disk Group create down 

 

Create a volume in your disk group. 

 
Volume->Create 
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Setting your volume size for this disk group 

 

 
Disk Group type and volume information 
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This page shows the current storage usage for each volume built directly on 

top of a RAID. 

 
Check volume of disk group status 

 

You can create multiple volumes on a disk group and customize the size of a 

volume. 

 
Multiple volumes on disk group 
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Check the disk group information. 

 
Disk Group status 

 
The Storage Overview screen displays the current storage configuration and 
volume usage.  

 
Check storage status 
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3.2 Repair volume 

The Repair RAID option is available only when a degraded volume is selected. 

Volume degraded 

 

Use the Manage Volume screen to repair, expand a volume or change the  

RAID type of the volume. 

Click Manage 
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Select Repair RAID. 
 

 
Repair RAID 

 

Select which disk to repair the RAID volume. 

Select disk 
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Repair information. 

 
Check the information and click on Apply 

 

The NAS’s percentage progress in repairing the volume will be shown.  

 
Volume status 
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3.3 Delete Volume 
 
Select a volume and click Delete to remove it. 
If you delete a volume, all data in the volume disks is erased. 

 
Click on Delete 

 

Click on Yes to confirm to delete this volume.  
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4. Administrator 

 
The DeskTop screen displays an Administrator icon when you login with an 
administrator account. Click it to open the administrator configuration screens 
in a new tab. 

 
DeskTop screen 

 
The Status screen is the first advanced administration screen that displays. 
The navigation panel on the left of the Web Configurator screen contains 
screen links. Click a link to display sub-links. 

 
Status screen  
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4.1 Network 
 
Use the TCP/IP screen to have the NAS use a dynamic or static IP address, 
subnet mask, default gateway and DNS servers. 

 
Network screen 

 
Select how to use the NAS’s two Gigabit Ethernet interfaces. 
 
Teaming Mode 
 

• Stand Alone: Select this option to use a separate IP address on each of the two 
Gigabit Ethernet interfaces. 

• Link Aggregation: Select this option to use IEEE 802.3ad port link aggregation to 
combine the two Gigabit Ethernet interfaces into a single logical link. 
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Select Teaming mode for NAS 

Select the LAN interface to use as the default gateway. 

 
Select default gateway 
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The NAS supports IPv6 (Internet Protocol version 6), designed to increase 

IP address space and enhance features. You can click Network > TCP/IP 

for further configuration. 

 
Click on IPv6 Settings 

 
Click on this to configure the following IPv6 settings. 
 
Mode - 

• Select Auto to have the Device use the IPv6 prefix from the connected router’s 
Router Advertisement (RA) to generate an IPv6 address. 

• Select Static if you have a fixed IPv6 address assigned by your ISP. 

• Select Disable to not assign any IPv6 address for the NAS. 

 
Select Disable / Auto / Static 
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Auto will get IPv6 IP address automatically 

 

Select HTTP to configure an additional HTTP port for accessing the web. . 

 

 
Configure and specify a number in the Port Number field   
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4.2 Auto-upload Service 

 

ZyXEL NAS allows users to automatically upload their pictures to the Flickr 

website ( http://www.Flickr.com) and video files to the YouTube website 

( http://www.youtube.com). Additionally, automatic FTP uploading is 

supported in the NAS. To use this feature, you need to download the same 

package as the NAS210’s. 

 

Auto-upload Pictures to Flickr 

 

To share pictures on the Flickr website  (http://www.Flickr.com), the NAS 

supports automatic uploading of pictures from a given folder of the NAS. 

 

Configuration Procedure:  
• Enable auto-upload in Flickr service.   
• Configure the account Flickr account information.   
• Link your NAS with your Flickr account.  
 
• Specify the folders, which you want NAS to automatically, upload your pictures.   
• Specify the grace period and other options in the auto-upload function.   
• Move pictures to the folders you specified in the previous step.   
• Check the result in the Flickr website.   
• Check the system log in the NAS.  
 
 
First, login to the web GUI page in NAS, go to Applications > Auto Upload 

> Flickr/YouTube. Then, enable Flickr service as shown below. After 

enabling the Flickr service, you will see two more icons on the same page. 

 
Enable Flickr service. 

http://www.flickr.com/
http://www.youtube.com/
http://www.flickr.com/
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Click on the config icon to set a more detailed configuration.  There will be several 
system notifications to warn you that you are going to link to the Flickr website. 
Meanwhile, please ensure that you have the Flickr account information. 
After configuring the account information, the system will inform you about the 
connection to Flickr. 
In the following pop-up browser window, you need to authorize the connection 
between your account and your NAS. 

 
 Authorization between your account and NAS 

 
The following figure shows that you can agree to this link after clicking on the OK 
button. 

 
Authorization screen 
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Successful authorization  

 
After allowing the agreement in the Flickr page, please also click on the Get ready 
button in the NAS.  

 
Click on “Get Ready”. 

 
You can check the service status in the NAS under Applications > Auto Upload > 
Flickr/YouTube. 

In this case, we can see the storage status in your Fickr account. 
 

 
Monitor the service status 
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Afterwards, users need to set which folder(s) of the NAS will be monitored and 

uploaded to the Flickr website.  In this example, we are going to set the folder named 

as “photo1” under the public folder to be monitored and upload all the pictures to the 

Flickr website.  
 

  
Configure Grace Period in the GUI 

 

In this example, we have configured the grace period as two minutes. This means 

that the NAS will upload any newly added pictures from the folder that you 

specified after 15 minutes from when you clicked on the Apply button. 

 

 
Configure Grace Period in the GUI 
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Please specify the given folder that the NAS will monitor and upload the pictures 

after applying the configuration. 

 
Specify the folder 

 

 
Select share and path 

 

 
Or create folder in Browse page 
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Please remember to click on the Apply button after specifying the given folder. The 

NAS will monitor any need added pictures in the folder you assigned after you have 

clicked on the Apply button.   

 
Click on “Apply” after specifying the folder 

 

After 15 minutes, the NAS will upload the newly added photos to the Flickr website.  

In this example, we can see that one picture has been uploaded to the website. 

 
Uploaded photo 
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4.3 Dropbox 

Dropbox provides a files backup service. You create an account for Dropbox 

(https://www.dropbox.com), Dropbox will give you 2 GB of storage for your files 

backup. The NAS will automatically download the files from the Dropbox server. 

 
Go to Applications > Dropbox. Then, enable the Dropbox service. 

 

 
Dropbox screen 
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After you enable the Dropbox service, the browser is going to link to the Dropbox 

website. Meanwhile, please make sure that you have the Dropbox account 

information.  

After configuring the account information, the system will notify you about the 

connection to Dropbox.  

In the following popup browser, you need to authorize the connection between your 

account and your NAS. 

 
Login to Dropbox. 

 

 
Authorization between your account and NAS. 
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Success! ZyXEL NAS is connected to your Dropbox.  

 

After allowing the agreement in the Dropbox page, please also click on the Get 

ready button in the NAS. 

 
Click on Get Ready. 

 

You can check the service status in the NAS under Applications > Dropbox. In this 

case, we can see the storage status in your Dropbox account. 

 
Monitor the service status 
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This creates Drop2NAS and zDownload folders in your Dropbox account. The NAS 

checks the Dropbox account’s Drop2NAS and zDownload folders every three 

minutes. 

 
 

The NAS connects to Dropbox and copies files in the Drop2NAS folder to the NAS’s 

admin\Dropbox\FromDropbox folder, and then empties the Drop2NAS folder. 

The NAS initiates connections to the Dropbox server so you do not need to 

configure rules on a firewall in front of the NAS to allow access to the NAS. 

When your PC has installed Dropbox, you can upload files to the Drop2NAS folder, 

and then NAS will get files from the Dropbox server. 

 

Note: Do not delete the NAS token file, as it is needed for your NAS to work with the Dropbox 

account. 

 
Upload files to folder. 
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Check files from website  
 

 
NAS auto move files from Dropbox server 

 

 
Dropbox status.  
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Check files on NAS  

 

4.4 Using the zDownload Folder 
 

The NAS copies *.torrent files in the zDownload folder to the NAS’s admin\download 

\torrents folder and automatically starts download them. 

 

Upload torrent files to zDownload folder. 
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NAS get files and download automatically 

 

4.5 WebDAV 
 
The WebDAV HTTP extension lets users edit and manage files that are stored. 

 
Remote servers. 
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When you enable WebDAV the screen displays an example of the URL that users 

would use to use WebDAV to connect to the NAS where “sharename” represents a 

share that the user can access. 

 
WebDAV screen 

 

Download and install NetDrive. Click on Add Drive and use the URL for WebDAV 

connections to the NAS to add a drive entry for accessing the NAS. 

 
Add Drive 

 

Add Drive: 

• Type: Select WebDAV from the drop-down menu 

• Name: Connection name 

• URL: Enter the NAS IP address or domain name and WebDAV folder name. 

The shared folder of WebDAV server default path is “http://IP_Address:port/webdav/” +           

Share_Name 

• Port: Default NAS WebDAV server port: 5002, 5003 

• Drive: Select a drive letter to connect to this WebDAV shared folder. 
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• Account: Enter the user name for this shared folder (the WebDAV folder access permissions 

belong to share of NAS). 

• Password: Enter the password for this shared folder. 

 

 

Connect to WebDAV shared folder. 

 
Setting Drive info 

 

 
Connect to NAS 
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You can access this drive in the future under the Computer listing in Windows 

Explorer.  
 

 
Check Windows Explorer 

4.6 Media Server 
 

Click on the hyperlink to open the Twonky media server configuration screens to 

check media server status or modify media server settings. 

 
Applications->Media Server 
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Use this screen to select shares to publish (share with media clients like a media 

player or iTunes). 

 
Select share to publish 

Click the hyper link to open the Twonky media server configuration screens to check 

media server status or modify media server settings.  

 
Twonky screen 
 

Twonky auto detects media clients. 

 
Media Receivers info 
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Click on video to check published video files. 

 
Publish video files 

 

Click on music to check published music files. 

 
Publish music files 

 

Click on photo to check published photo files. 

 
Publish photo files  
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5. PlayZone 
 

The DeskTop screen displays. You can click on the icon to listen to the music, 

watch the movies, or enjoy the photos stored in the NAS. 

 
NAS DeskTop Screen. 

 
The Playzone Home screen displays icons for the various features you can access.  

 
Playzone screen 
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5.1 File Browser 
 

Use File Browser to see files in a tree-folder structure. 

 
File browser screen 

 

Use the file browsing screens to play, open, upload, and download files. A share is a 

set of user access permissions for a specific folder on a volume (gives someone 

access to a folder). 

 
Files in file browser 
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5.2 Application Zone  
 

Administrators can click Application Zone to go to a screen where you can enable 

or disable various applications for file sharing and downloading.  

 
Application Zone screen 

 

 
Application information 
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5.3 Playzone Settings 
 

Use this screen to change general Playzone screen settings and account passwords. 

Playzone settings   

 

 
Playzone setting screen 
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5.4 Music  
 

Use the Playzone media server screens to view and play media files in the shares 

that publish them. 

Your browser may need Windows Media Player installed to play music and video 

files. 

Use Music to view and play music files in the shares that publish music. 

Music screen 
 

 
Music folder. 
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5.5 Photo 
 

Use Photo to view photos in the shares that publish photos. 

Photo screen 

 

 
Check photo files in Playzone 
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Review photo 

 

5.6 Video 
 

Use Video to view and play video files in the shares that publish videos. 

Video screen 
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Video files 

 

 
Play video file via Playzone 

 
If you find that the media files are not displayed correctly, please check the status in Applications > 

Media Server. Usually, you will see the photos displayed. 
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6. Status Center 
 
In the DeskTop screen, click on Status Center to display this screen of NAS status 

information. 

 
DeskTop 

 
Click the Refresh icon to update display the CPU, Memory, CPU Temperature and 

Fan Speed. 

 
Monitor system status  
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7. External Volume 
 

This page displays information on all external volumes (created on external disk 

drives attached to the NAS USB ports). 

Use this screen to create a new NAS external disk drive volume. 

 
Create external volume in this page 

 

NAS supports NTFS, FAT32, EXT2, EXT3 and EXT4 as external volume. Select the 

file system that you want the new volume to use. 

 
Select external volume settings 

 

 
Finish create external volume 
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8. APP Center 
 

Package management is used to setup more useful applications in the NAS.  This 

feature enables users to use the following applications:   

• CloudAgent (myZyXELcloud) 

• Gallery 

• Memopal 

• NFS 

• NZBGet 

• PHP-MySQL-phpMyAdmin 

• Logitech®  Media Server 

• TFTP 

• Transmission 

• WordPress 

• ownCloud 

• pyLoad 

 

Click System Setting > Firmware/Packages to display the screen. Then the 

applications are will be listed as shown below. 

 
Package list  
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Click on this to retrieve a list of available packages from the ZyXEL website. 

 
Refresh the package list 

 

Choose the item(s) on the list and click on the Install/Upgrade button to install the 

selected application(s) on your system or upgrade to the latest version if you have 

previously installed the application. 

 
Install packages 
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8.1 Gallery 

Gallery is a web-based application that allows the NAS to host photos.  You can 

upload photos from the local computers or stored in the NAS.  Use the 

administrator account of the NAS to login to the Gallery GUI. 

(The Google Chrome browser blocks port 6666. Therefore we suggest using 

Firefox to enable the Gallery page). 

 

8.1.1 Installing Gallery from the Package Management 
 

STEPS 
✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the Gallery package from the 

table and then click the Install/Upgrade button 

✓ Click Apply to install the Gallery package. 
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8.1.2 Configuring Gallery on the NAS 
 

STEPS 

✓ After installing and running Gallery, click Application > Gallery to configure 

an account. 

 
 

✓ Enter the admin account and password to log into Gallery  
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✓ Click Add > Add Photos. 

 
 

✓ Choose photos from a local PC. 
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8.1.3 Check the photos in Gallery 

 

✓ Go to the Gallery Home page and check the photos. 

 

 
8.2 Memopal 
 

Memopal is a cloud-based storage application and service that enables users to 

store and synchronize computer files, and share files and folders with other 

users via the Internet. 

Memopal protects files and allows anytime access using the proper credentials 

from any computer, smartphone or tablet connected to the Internet. The files are 

wherever there is a device connected to the Internet. 

A total of 3 GB free storage space is allotted per one registered account across 

devices, and users can purchase additional space through the Memopal website: 

http://www.memopal.com/. 
 

8.2.1 Installing Memopal from the Package Management 
 

STEPS 
✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the Memopal package from the 

table and then click the Install/Upgrade button. 

✓ Click Apply to install the Memopal package. 

 

http://www.memopal.com/
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8.2.2 Configuring Memopal on the NAS 
 

✓ After installing and running Memopal, click Applications > Memopal to 

configure an account. 

✓ Enter the registered Memopal email account and password in order to 

successfully authorize and link the NAS to the Memopal account. 
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✓ Regular file backup can be configured by clicking Enable Schedule and 

choosing how often the backup is initialized: Weekly, Daily in the range of 0 

to 23 hours or Hourly in the range of 0 to 59 minutes. Select the Share 

path for the backup files. 

 
 

✓ After successfully logging into Memopal, the data stored in the NAS are 

automatically synchronized to the user’s storage space in Memopal. 

 
 

✓ All data are automatically synchronized to Memopal. 

 
 



  75         

8.2.3 Check the backup status on the Memopal website 
 

✓ Go to the Memopal website (http://www.memopal.com/) to check the files 

that have just been stored as backup on the user’s allotted cloud space. 

 
 

✓ Go to the Memopal website (http://www.memopal.com/) and log in to check 

the files that have just been stored as backup on the user’s allotted cloud 

space. 

 
 

 

http://www.memopal.com/
http://www.memopal.com/
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8.3 NFS 
 

Network File System (NFS) is a distributed file system protocol, which allows a 

system to share directories and files with others over a network. By using NFS, 

users and programs can access files on remote systems almost as if they were 

local files. 
 

8.3.1 Installing NFS from the Package Management 
 

STEPS 
✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the NFS package from the table 

and then click the Install/Upgrade button. 

✓ Click Apply to install the NFS package. 

 

 
 

 

8.3.2 Enable NFS server on the NAS 
 

STEPS 
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✓ After installing NFS, click Network > NFS to enable the NFS server. 

 
 

 
 

8.3.3 Configuring an NFS shared folder on the NAS 
 

✓ Click Add NFS Share to configure an NFS folder. 

 
 

✓ Enter an NFS Share Name and under DN/IP Filter, enter domain name(s) 

or IP address (es) which is/are allowed to read/write the NFS shares. 
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✓ The NFS shared folder has been added.  

 
 

✓ Note: If users want to configure other features, do the following step: 

Click Edit NFS Share to modify or delete an existing NFS share. 
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8.3.4 Enable the NFS service on Linux 
 

✓ Enable the NFS service on Linux if your Linux is not built-in. 

# /etc/init.d/rpcbind start 

# /etc/init.d/nfslock start 

 
 

✓ Verify that the NFS server has exported the directory:  

# showmount -e ServerName 

 

root@ubuntu:/home# showmount -e 10.59.4.41 

Export list for 10.59.4.41: 

/i-data/43e12d94/nfs/NFS 10.59.4.0/24 

 

8.3.5 Mount a Share of NAS NFS  
 

✓ Create a mount point for the remote resources using the mkdir command. 

✓ # mkdir NAS_mnt_test 

 
 

✓ Mount share of NAS: 

# mount –t nfs ServerName:/remote/directory /local/directory 

 

root@ubuntu:/home# mount -t nfs 10.59.4.41:/i-data/43e12d94/nfs/NFS /NAS_mnt_test 

 

8.3.6 Check the connection of the NAS 

 
✓ To check the amount of disk space for each mount you have: 

#df 
 

root@ubuntu:~# df 

Filesystem                                                 1K-blocks       Used    Available      Use%     Mounted on 

/dev/sda1                                                  19478204  3560164  14921944        20%     / 

none                                                                        4             0                4          0%      /sys/fs/cgroup 
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udev                                                              504924             4       504920         1%      /dev 

tmpfs                                                             102628         784       101844         1%      /run 

none                                                                  5120             0           5120         0%      /run/lock 

none                                                              513136          156      512980         1%      /run/shm 

none                                                              102400           36       102364         1%      /run/user 

10.59.4.41:/i-data/9fc30fc2/nfs/NFS 309637120 4512288 305124832         2%      /NAS_mnt_test 

8.4 Transmission 
 

Transmission, which is a free software licensed under the terms of the GNU 

General Public License (GNU GPL), with parts under the MIT License, is a 

BitTorrent client which features a simple interface on top of a cross-platform 

back-end and allows users to download files from the Internet and upload their 

own files or torrents. By grabbing items and adding them to the interface, users 

can create queues of files to be downloaded and uploaded. 
 

8.4.1 Installing Transmission from the Package Management 
 

STEPS 
✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the Transmission package from 

the table and then click the Install/Upgrade button.  

✓ Click Apply to install the Transmission package. 
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8.4.2 Configuring Transmission on the NAS 
 

STEPS 
✓ After installing and running, click the link provided (for example, 

http://10.251.40.31:9091) to configure Transmission. 

 
 

✓ Click Open Torrents found at the top-left corner of the screen, and then 

click Choose Files to upload torrent files. 

✓ A dialog box displays, which lets users select torrent files. Click Open after 

the files have been selected. 

 

http://10.251.40.31:9091/
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✓ The number of chosen torrent files is displayed on the Upload Torrent Files 

window. Simply click the Upload button to upload all the files. 

✓ All the chosen torrent files will be listed in the Main Transmission screen 

after they have been uploaded. The files are available for download 

immediately. 

 
 

 

8.4.3 Check the download status of Transmission on the NAS 
 

✓ After download is complete, the progress bar changes color from blue to 

green. 

✓ In order to get the actual downloaded file, open the  and 

click Shared Folder. Enter the User Name and Password to get access to 

the folder. 
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✓ After logging into the storage, users can see all the shared folders as well as 

the default storage folder of Transmission, which can be found in the admin 

shared folder.  

✓ After the download is complete, users can find the files stored on the NAS. 

The default location for downloaded files is admin > download > 

Transmission. 
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8.5 WordPress 
 

WordPress started as just a blogging system, but has evolved to be used as full 

content management system and so much more through the thousands of 

plugins and widgets and themes to build beautiful websites. With WordPress, 

there really are no limits! 

 

WordPress is an Open Source project, which means there are hundreds of 

people all over the world working on it. (More than most commercial platforms.) 

It also means users are free to use it for anything from a cat’s home page to a 

Fortune 500 web site without paying anyone a license fee and a number of other 

important freedoms. 

 

Refer to the official website of WordPress to know more about its features: 

https://wordpress.org/about/features/ 
 

8.5.1 Installing WordPress from the Package Management 
 

STEPS 
✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the WordPress package from the 

table and then click the Install/Upgrade button. 

✓ Click Apply to install the WordPress package. 

 

 
 

https://wordpress.org/about/features/
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8.5.2 Using WordPress on the NAS 
 

STEPS 
✓ After installing and running WordPress, click the link associated with it to 

configure an account. 

 
 

✓ Enter the required information such as Site Title, Username, Password and 

Email.  
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✓ Click the Install WordPress button. A screen displays to show that the installation 

was a success. 
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8.5.3 How to add a new post on WordPress 
 

STEPS  
✓ There are many different ways for a user to add a new post. 
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✓ A user can enter any title, as well as add media files and text to the content body. 

 
 

✓ After clicking the Publish button, users can see the post in the main page. 

  



  90         

8.6 ownCloud 
 

ownCloud is file sync and share that is hosted in a data center, on servers, or 

using a user’s storage. ownCloud provides Universal File Access through a 

single front-end to all disparate systems. Users can access company files on 

any device, anytime, from anywhere while IT can manage, control and audit file 

sharing activity to ensure security and compliance measures are met. 

 

8.6.1 Installing ownCloud from the Package Management 
 

STEPS  

✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the ownCloud package from the 

table and then click the Install/Upgrade button. 

✓ Click Apply to install the ownCloud package. 

✓ From the drop-down menu, select a data path for the backup and click 

Create. 

 
 

 



  91         

 
 

8.6.2 Configuring ownCloud on the NAS 
 

STEPS  

✓ After installing and running ownCloud, click Application > ownCloud to 

configure an account. 

 
✓ After clicking the provided ownCloud link, log into the ownCloud page create 

an account with admin permission on the NAS.  
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✓ Once login is successful, click File to upload files to the NAS.  

 
 



  93         

 
 

✓ Click Photo to check the images uploaded via ownCloud. 

 
 

8.6.3 Back Up Files from a PC to the NAS 

 

✓ Go to the ownCloud website and download the ownCloud client. The 

following figure shows the Windows version of the client. 
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✓ Start installing the ownCloud client on the PC.  

 
 

✓ Select which features of ownCloud to install. 

 
 

✓ Choose the folder where the ownCloud client will be installed. 
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✓ The ownCloud client has been installed on the PC. 

 
 

✓ Run the ownCloud client and set the Server Address to that of the NAS. 
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✓ Enter the Username and Password of the NAS 

 
 

✓ Select the file types to be synced from the Server and Local Folder. 

 
 

✓ Set up is finished. 
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✓ Check the files via the ownCloud page of the NAS after syncing. 

 
 

✓ Check the files in the local folder of the PC after syncing. 
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8.7 pyLoad 
 
pyLoad is a fast, lightweight and full featured download manager for many One-

Click Hosters, container formats like DLC, video sites or just plain http/ftp links. It 

aims for low hardware requirements and platform independence to be runnable 

on all kinds of systems (desktop PC, netbook, NAS, router). 

 

8.7.1 Installing pyLoad from the Package Management 
 

STEPS  

✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the pyLoad package from the 

table and then click the Install/Upgrade button. 

✓ Click Apply to install the pyLoad package. 
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8.7.2 Configuring pyLoad on the NAS 
 

STEPS  

✓ After installing and running pyLoad, click Applications > pyLoad  to 

configure an account. 

 
 

✓ Click Enable pyLoad then enter the admin Password and Port Number. 

 
 

✓ Click the pyLoad Management Page link. 
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✓ On the pyLoad login page, type the username and password. 

 
 

✓ After successfully logging in to the pyLoad page, configure plugin settings 

in the Config > Plugins > Menu screen. 
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✓ View and configure plugin accounts in the Config > Accounts screen. 

 
 

8.7.3 Check the Download Status on the pyLoad Page  
 

✓ Go to pyLoad > Home and click Add to configure a download item. 
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✓ The application starts the download process immediately. 

 

 
 

✓ Once download is done, check the file(s). 
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8.8 TFTP 
 

Trivial File Transfer Protocol (TFTP) is a simple, lock-step, file transfer 

protocol, which allows a Client (computing) to get from or put a file onto a 

remote Host (network). One of its primary uses is in the early stages of nodes 

booting from a Local Area Network. TFTP has been used for this application 

because it is very simple to implement. 
 

8.8.1 Installing TFTP from the Package Management 
 

STEPS  

✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the TFTP package from the table 

and then click the Install/Upgrade button. 

✓ Click Apply to install the TFTP package.  
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8.8.2 Enable TFTP server on the NAS 

 

STEPS  

✓ After installing the TFTP server, open the NAS GUI and click Applications 

> TFTP Server. Check Enable TFTP Server.  

 
 

8.8.3 Set Up the TFTP Share Folder on the NAS 

 

✓ To add a TFTP share, enter the share name in the Folder Name field and 

click the Add icon. The TFTP share (e.g., TFTP testing) appears in the 

table. Click the share to configure it. 

 

 
 

 
 

8.8.4 Client Access to the TFTP server 
 

✓ Enable TFTP server on Linux. 
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8.9 NZBGet 
 
NZBGet is a usenet downloader, written in C++ and designed with performance in mind 

to achieve maximum download speed by using very little system resources. It supports 

all platforms including Windows, Mac, Linux and works on all devices including PC, 

NAS, WLAN routers and media players. 

 

8.9.1 Installing NZBGet from the Package Management 

 

STEPS  
✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the NZBGet package from the 

table and then click the Install/Upgrade button. 

✓ Click Apply to install the NZBGet package. 

 
 

 
 

8.9.2 Enable NZBGet Service on the NAS 
 

STEPS  
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✓ After installing NZBGet, click the link provided (e.g., http://NASIP:6789) to 

access the NZBGet GUI.  

 
 

✓ Enter the User Name and Password to log into the NZBGet GUI. 

✓ Note: Use the default user name “nzbget” with password “1234”. 

 
 

✓ The NZBGet GUI main screen displays. 

 
 

 

8.9.3 Configuring NZBGet  
 

✓ Click Settings to configure NEWS-SERVERS. 
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✓ Type the Server Host, Server Port, Username and Password that the ISP 

Usenet server provided.  

 
 

✓ Click Save all changes to save the configuration. 
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✓ Click Reload NZBGet to validate the configuration. 

 
 

✓ The NSA reloads NZBGet. 

 
 

8.9.4 Download a File from an HTTP Link to the NAS via NZBGet 
 

✓ In the NZBGet GUI, click Download and then click the Add button. 

 
 

✓ Enter a URL, select a Category then click Submit to start downloading the 

file. If Category is left blank, the file is automatically stored in 

/admin/download/nzbget/nzb/. 
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✓ Check the file’s download status in the Messages page. 

 
 

✓ Check the downloaded file on the NAS. 

 
 

8.9.5 Download a .NZB File via NZBGet  
 

✓ Download a .NZB file and save it on the local computer. 
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✓ In the NZBGet GUI, click Download and then click the Add button. 

 
 

✓ Click Select files. 

 
 

✓ Select the downloaded .NZB file, choose a Category and then click Submit. 
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✓ The file is downloading. 

 
 

✓ When the download is finished, the file should now be available on the NAS. 

 
 

8.10 Logitech®  Media Server 
 

Logitech®  Media Server is a media server which enables users to manage a 

Logitech's Squeezebox device connected to the NAS. 

 

8.10.1 Installing Logitech®  Media Server from the Package 

Management 
 

STEPS  
✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the Logitech®  Media Server 

package from the table and then click the Install/Upgrade button. 
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✓ Click Apply to install the Logitech®  Media Server package. 

Note: PHP-MySQL-phpMyAdmin are required. If not installed, users will be 

asked to install both packages. 

 
 

8.10.2 Configuring Logitech®  Media Server on the NAS 
 

STEPS  
✓ After installation, click the link provided to configure Logitech®  Media 

Server. 

 
 

✓ Click Settings located at the bottom-right corner of the screen to enter the 

configuration page. 
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✓ Configure the settings by following the instructions on each page. Click 

Apply to save the settings. Mouse over an icon to view the 

corresponding instruction. 

 
 

✓ Rescan the media library if any media content shown on the list is not 

available. 
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8.10.3 Playing the media content via Logitech®  Media Server by 

SoftSqueeze 
 

✓ If users do not have Logitech's Squeezebox device, there is a free software 

called SoftSqueeze, which simulates Squeezebox on a PC. Download it from 

http://softsqueeze.sourceforge.net. 

✓ When launching this software, the preferences window will be prompted. 

Please select the Squeezebox Server Hostname from the list to connect to 

Logitech®  Media Server. 

If the list of Squeezebox Server Hostname is empty, please make sure both 

server and PC are in the same network. 

 
 

✓ After successfully connecting SoftSqueeze to Logitech®  Media Server, 

users can access the media content in the storage. 

 

  

http://softsqueeze.sourceforge.net/
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✓ The currently playing media content is displayed on the web GUI of 

Logitech®  Media Server. 

 

 
8.11 PHP-MySQL-phpMyAdmin 
 

PHP 

Known as the "PHP: Hypertext Preprocessor," PHP is a widely used computer 

programming language. It is used to create dynamic Web pages, or Web pages that 

update and display information depending on the user's activity. PHP is mainly a server 

side language, allowing it to process Web pages faster and easier, providing a better 

user experience. 

Reference: http://www.ehow.com/info_8484766_description-php.html 

 

MySQL  

MySQL is a database management system. A database is a structured collection of data. 

It may be anything from a simple shopping list to a picture gallery or the vast amounts of 

information in a corporate network. To add, access, and process data stored in a 

computer database, users need a database management system such as MySQL Server. 

Since computers are very good at handling large amounts of data, database 

management systems play a central role in computing, as standalone utilities, or as parts 

of other applications. 

Reference: https://dev.mysql.com/doc/refman/4.1/en/what-is-mysql.html   

 

phpMyAdmin  

phpMyAdmin is a free software tool written in PHP, intended to handle the administration 

of MySQL over the Web. It supports a wide range of operations on MySQL, MariaDB and 

Drizzle. Frequently used operations (managing databases, tables, columns, relations, 

indexes, users, permissions, etc.) can be performed via the user interface, while still 

having the ability to directly execute any SQL statement. 

Reference: http://www.phpmyadmin.net/home_page/index.php  

 

Note: WordPress, Gallery, SqueezeCenter and ownCloud cannot be modified in 

phpMyAdmin. 

 

http://www.ehow.com/info_8484766_description-php.html
https://dev.mysql.com/doc/refman/4.1/en/what-is-mysql.html
http://php.net/
http://mysql.com/
http://www.phpmyadmin.net/home_page/index.php
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8.11.1 Installing PHP-MySQL-phpMyAdmin from the Package 

Management 

 

STEPS  

✓ Log into the NAS using NAS Starter Utility or a Web browser. 

✓ Click System Setting > Firmware/Packages > Package. 

✓ Click Retrieve List From Internet, select the PHP-MySQL-phpMyAdmin 

package from the table and then click the Install/Upgrade button. 

✓ Click Apply to install the PHP-MySQL-phpMyAdmin package. 

  

 

8.11.2 Configuring phpMyAdmin on the NAS 

 

STEPS  

✓ After installing and running phpMyAdmin, click the provided link to 

configure an SQL table.  
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✓ Enter the NSA User Name and Password in order to access the 

phpMyAdmin page.  

 
 

 

✓ Click Databases to check existing databases, create a new database, and 

manage databases and tables. 
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8.11.3 Example  

 

STEPS  

✓ Under MySQL localhost, create a new database for a web site, such as a 

blog. 

 

 

 

 

✓ Configure the web information (i.e., Host Name, Username and Password) 

to sync the databases with MySQL. 
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✓ After syncing databases, a number of tables will be created and users can 

start setting up the web site. 
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9 DyDNS 
 

Dynamic DNS points an easy to remember hostname to a dynamic IP address. If a 
NAS is set up with a dynamic IP address behind a router, a host name can be 
configured on the NAS. When users are outside and want to access the NAS, they 
can log in using the hostname of DyDNS in case they forget or do not know the IP 
address of the unit. 

 

9.1 Set up DyDNS on the NAS 
 

STEPS  
✓ Click Network > DyDNS to configure an account. 

 
 

✓ A drop-down menu containing DDNS support services appears. 

✓ Note: The DDNS support service, myzyxel.in.th, can used in Thailand only. 
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✓ The following steps set up DyDNS using NoIP. 

✓ Create a host on a NoIP account. 

 
 

✓ Check Enable DyDNS. 

✓ Type the Hostname, which will be created on the NoIP domain. 

✓ Type the Username/Password for the NoIP account. 

✓ Click Apply to save the configuration. 
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✓ Log into the NAS via the defined hostname to confirm the settings. 

 

10. Protect 
 

Use the NSA’s Backup to have a backup of files and folders. 

This packet enables users to schedule a backup of important files when the NSA 

is not busy (such as during the night or on weekends). For example, users can 

do daily backups of important individual files or folders, and a weekly general 

archive. Save the backup to another location so that files are safe even if the 

original RAID or NSA fails. 
 

10.1 Set up a Backup task on the NAS 
 

✓ The following is an example wherein NAS data are sent to a remote storage 

for backup. 

✓ Create a backup job by clicking Protect > Backup. 

✓ Use NAS to create a backup job in which files are stored to another NAS 

(e.g., NSA325 v2). 

✓ Click Add Job.  
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✓ Select a backup type: choose Archive > Full. 

 
 

✓ Choose a folder. 
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✓ Make sure the connection is up between NSA520 and NSA325 v2.  

 
 

✓ Compress the file. 

✓ Users can either have an encryption password for the compression file or opt 

not to have a password. 

✓ The following is an example of a backup without a password. 

 
 

✓ If the user has set up a password, it must be remembered. The password will 

be needed in order to restore the backup file. 
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✓ Set a backup time. 

 
 

✓ Wait for the backup job to finish. 

 
 

✓ Job is in progress as shown in the Running bar. 
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✓ Note: The backup job can be manually started to run immediately by clicking 

Execute Job Now. 

 
 

✓ Backup task is finished. 

✓ The files are ready to be restored. 

 

 

10.2 Restore file from a remote location 
 

STEPS 
 

✓ Go to Protect > Restore. 

✓ Type the remote NSA information. 
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✓ Test the connection. 

 
 

✓ Select the file to be restored. 

 
 

✓ Choose a folder/file to restore. 

 
 

✓ Set a restore target location and start the restoring process. 
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✓ Restore process is on-going. 

✓ The progress page will automatically close after the process is done. 

 
 

✓ Check the previously defined target folder to find the restored files. 
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11. Syslog Server 
 
Syslog is a widely used method for message logging, and the more complex part 

comes in with what is logged. Syslog messages often contain important details 

about the health of a computer system, such as when a hard drive fills up, when 

someone logs in, when an application crashes, etc. Because of this, monitoring the 

messages in syslog files is an important part of managing a system. 

 

One of the biggest challenges with Syslog is the volume of data generated; 

therefore, the Syslog Server is a great way to store logs from multiple sources into 

a single location. 

 

11.1 Configuring Syslog Server on the NAS 
 

STEPS  
✓ Click Applications > Syslog Server to configure a Syslog server. 

✓ Check Enable Syslog Server.  

 
 

✓ In the page that opens, users can set up the Log Location (Shares and 

Path), Purge Policy and Log Format. Click Apply when done. 
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11.2 Example of How Syslog Server Works 

 

STEPS  

✓ Enable the client’s log settings and set up the server IP address to that of the 

NAS. 

 
 

✓ Users can check the log file(s) on the NAS via clicking View Files. 

 
 

 

 

✓ Users can then see the log file(s) and download it. 
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✓ Open the log file. The log can be viewed in the format that the user has set 

up.  

 

 

12. Help 
 
Click on this to display the NAS’s embedded help system screens. 

 
DeskTop > Help 

 

Web Help to easy understand for each screen. 

 
Help screen 
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12.1 FAQ 

1.   What is RAID? 
 

RAID stands for Redundant Array of Inexpensive Disks. It takes two or 

more hard disks achieve greater levels of performance, reliability and/or 

larger volume of data size. 

 
2.   What kind of RAID is supported by the NAS520/NAS326? 

 

NAS support JBOD, RAID0, RAID1. 
 

 

3. Which file system is supported by the ZyXEL NAS series? 
 

Internal file system: EXT4 

External file system: FAT32, EXT2, EXT3, EXT4 and NTFS. 
 

 

4.   Which kind of multimedia server does the NAS support? 
 

ZyXEL NAS series supports Logitech®  Media Server, Twonky server, UPnP AV 
Server, and iTunes Server. 

 

 

5.   Does the ZyXEL NAS series support a DLNA media server? 
 

Yes. The ZyXEL NAS series supports a DLNA 1.5 compliant media server. 
 

 

6.   What is the feature “Wake On LAN”? 
 

You can turn on the ZyXEL NAS series through its wired Ethernet connection after 
enabling Wake On LAN. To use Wake On LAN from a computer on your LAN, 
install a program such as Wake On LAN EX or other Wake On LAN programs that 
supports sending magic packets. You can also use Wake On LAN from a remote 
location if the router in front of the ZyXEL NAS series that supports sending magic 
packets. 
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7.   Which types of video file formats are supported by the ZyXEL NAS series? 
 

ZyXEL NAS series supports the following video formats: MPEG-1/MPEG-2, MPEG-4, 

AVI, DivX, Motion JPEG, Quick Time Video, RealMedia, Ogg, Matroska, ASF, 

Windows Media Video and ISO. Subtitles are also supported by the NAS. 
 

 

8.   Which types of audio file formats are supported by the NAS? 
 

ZyXEL NAS series supports the following audio formats: MP3, Ogg Vorbis, 

RealMedia, WAVE, Windows Media Audio, Matroska, Monkeys Audio, MP1, MP4, 

PCM, LPCM, DTS, AC3, Free Lossless Audio Codec, Au, AAC, 3GPP, AIFF, RIFF-

based MIDI and Playlist. 

 
9.   Which types of image file formats are supported by the ZyXEL NAS series? 

 

ZyXEL NAS series supports bitmap, JPEG, and PNG. 
 

 

10. Which types of web browsers are supported by the ZyXEL NAS series? 
 

ZyXEL NAS series supports Internet Explorer 6.0 and later versions, and Firefox 

2.00 and later versions. Currently, ZyXEL NAS series does not support the Safari 

web browser. 
 

 
 

 


